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Abstract

The demands imposed by the COVID-19 pandemic have contributed to a multilateral shift towards the digital transformation of governments and public services across Europe. Public administrators have adopted original and innovative solutions to cope with the epidemiological emergency, resulting in digital readiness becoming a key player in pandemic prevention and control. This research investigates such digitalisation efforts in the EU and the consequent learning strategy for pandemic management. Data retrieved from the latest Digital Economy and Society Index (DESI) and the INFORM Epidemic Risk Index suggest a close relationship between the government digitalisation readiness and epidemic response preparedness in the EU. At the same time, a closer look at measures adopted by the individual Member States represents an interesting case for discussion.

The COVID-19 crisis has proved the importance of digital transformation in ensuring the maintenance of governmental activities while securing the observance of health-related safety measures. Those countries that showed higher levels of digital readiness obtained more meaningful outcomes in crisis management. Moreover, an overview of the policy tools introduced to deal with the pandemic provided further examples of digital readiness applications to source real-life solutions. The conclusions are based on policy-oriented recommendations whose application can be adapted to the public spheres of digital infrastructure, capacity-building, and public services provision – both within and beyond the context of pandemic control.
Introduction

As the COVID-19 pandemic has forced the world to extended periods of lockdown and social distancing, the quest for innovative solutions has rapidly become a global calling. More than ever before, governments worldwide seem to be fully embracing their role as facilitators of the digital transition and guardians of the public interest. Since the epidemiological emergency has strengthened the demand for digital interventions, it is crucial to reflect on the progress made so far in furthering the application of digital technologies to disease prevention and health security.

Recent developments in government studies have led to the conceptual and empirical formulation of new mechanisms in the field of public governance. These assessment indices and case study reports on digital transformation disclose important lessons from different countries so that their innovation path can be replicable. In particular, the concept of digital readiness has emerged as a critical issue, becoming one of the key measures for evaluating the overall digital shift in society. Testing the readiness of digital public management tools is also essential when dealing with health emergencies. Arguably, a resilient national healthcare system is a valid indicator of high health emergency preparedness levels. In order to build one, competent and motivated experts, accessible infrastructures and the integration of innovative technologies must all be present.1

The main objective of this study is precisely to assess the integration of digital technologies within the pandemic control framework. By doing so, the correlation between digital readiness and health emergency preparedness is examined and interpreted as a meaningful criterion for public management

evaluation during COVID-19. It is thus necessary to define these two concepts and find a way to measure them. Once the terminology has been clarified, the relationship between the two can be observed with more clarity. I hypothesise that digital readiness has a direct influence over the Member States’ epidemic preparedness and management. I apply this hypothesis to the specific case of COVID-19 control in Europe – one of the earliest regions worldwide to be affected by the pandemic and yet presenting a notable concentration of high-income countries that provides consistent data on digital assimilation in public departments, and advanced healthcare provision.

The first part of this article deals with some fundamental concepts and definitions, establishing the difference between e-government and digital government, describing various forms of digital public management, and the premises for digital government studies. In this way, I lay out a comprehensive summary of the state-of-the-art in digital government research and its integration within innovative healthcare solutions. Indeed, because the characteristics of digital readiness are inherently complex, and its implications for the future are still largely unexplored, the field could benefit from a comprehensive account of the main theories and practices that have emerged around this topic. I then provide an overview of COVID-19 management practices, specifically by looking at the European case of the digital approaches to pandemic control against the theoretical frameworks for epidemic preparedness evaluation. A systematic literature review of the research trends in this direction facilitates this task.

The methodology section addresses such a need for theoretical transparency in detail while also clarifying the analytical tools employed for case study selection and scrutiny. The data breakdown reveals the importance
of digital integration in healthcare management, especially by addressing the effects on the vulnerability, epidemic risk, and lack of capacities factors. The empirical strategy of this study addresses two main research questions: what type of relationship exists between digital readiness and health emergency preparedness? How do individual factors (components or dimensions in each concept) relate to one another? The results from the multilinear regression are presented in the findings section and completed by a qualitative analysis of the digital policy tools employed by each Member State to cope with the pandemic. This overview provides some real-life examples and leads towards the concluding observations of the article.

**Digital Government Readiness: A Measure for Digitisation**

Digitalisation is among the key drivers of social, economic and political change: as such, its new rules guide modern societies through the digital age, independently from their current development level\(^2\). As digital maturity becomes a factor of competitiveness and innovation among countries, new assessment strategies for the digital transformation in the public sector are required. According to the UN E-Government Survey (2020)\(^3\) over 65% of the countries worldwide present high or very high EGDI levels. Indeed, the COVID-19 pandemic has played a crucial role in driving digital transformation in government and societies. Moreover, a recent report measuring civic engagement amid the pandemic\(^4\) reveals that most government officials believe that public institutions should become

---


technologically advanced, expecting digital transformation to occur within their organisation during the pandemic. Thus, as the digital shift takes place at a faster pace globally, it is necessary to reflect upon the meaning of such a transition for future implications. To clarify the fundamental premises of this new paradigm, one must also be concerned with the terminology, development and issues addressed within the digital government literature.

In 2014, the Organisation for Economic Co-operation and Development (OECD) released several recommendations for digital enhancement strategies. The document includes a clear distinction between e-government and digital government, defining the latter as a new stage in digital innovation. This new phase of the digital shift implies a transition from mere automatisation of government services to a citizen-centred experience. Hence, the passage to digital government encompasses some typical practices of the private sector, placing the customer interaction and experience at the centre of service delivery. Similarly, the Ovum Report (2016) found that government agencies globally began to adopt smarter initiatives to secure their mission, closely resembling a business-management approach. Consequently, the maturity of digital government will vary according to the synergy created with local citizens, that is, the relative establishment of transparent communication and reciprocal trust between citizen and State.

Therefore, the two terms represent separate developmental stages of the same phenomenon. On the one hand, e-governance emphasises the

---


administrative and managerial aspects within public or private organisations – about its initial adoption of Information and Communication Technologies (ICT) – and, in particular, the Internet – to create multilevel management of organisational resources, policy actions and protocols. On the other hand, digital government represents the mature stage of e-government, which aims at a multilateral digital transformation involving the society at large, in which digital governance is necessary for the foundation of the collaborative administrative model, more focused on citizens’ needs.

While Waheduzzaman and Miah\(^9\) confirm the need for strategies in enhancing effective digital governance for the delivery of public services, Alghamdi et al.\(^10\) suggest an overall organisational e-readiness framework to facilitate the adoption of digital structures in administrative settings worldwide. To meet context-specific needs, Dwivedi et al.\(^11\) propose a unified model of digital government adoption (UMEDA) that includes and synthesises the main reference models for the implementation of IT while highlighting the most relevant constructs. The evaluation of digital government performance and the application governance effectiveness must adhere to a specific set of criteria, varying among different situations and

---


environments, and in some cases resulting in country-specific (as in, non-transferable) practices.

Over time, the literature has questioned various ways to assess digital government efficiency. Because the ideas underpinning the realisation of digital government are related to those of management – and because digitalisation itself is an all-around phenomenon that takes on both the private and the public sectors – these criteria should also be considered when asking how to evaluate and compare different models of digital government. Furthermore, considering digitalisation as a global movement, scholars had to establish standard criteria to investigate similarities and differences among the various countries/systems.

Maniam\textsuperscript{12} notices that a growing number of governments are claiming to “go digital” by incorporating digital technology into their internal administration and service delivery. However, all the frameworks available for digital government assessment are often flawed and insufficient. The list includes many well-known indices of digital government evaluation – e.g. those compiled by the United Nations\textsuperscript{13} and The World Bank Group.\textsuperscript{14} Nonetheless, these studies disclose precious information about the scope of digital transformation. In a world where the process of digitalisation is both a matter of public governance as well as an economic-driven decision, the passage to a digital society must take on several dimensions, identified as different interest groups. Against this background, governments must


guarantee the delicate equilibrium between public demands and private interests.

Building on this extensive literature, the present study employs digital readiness as a multidimensional measure for estimating the overall level of government digitisation in EU countries. In this way, it contributes to the research field by covering the adoption of digital solutions under the COVID-19 pandemic, a topic that is still in its infancy and largely unexplored.

**COVID-19 Control and Health Emergency Preparedness in the EU**

In the aftermath of the 2003 SARS outbreak, the idea of health emergency preparedness has taken on a revived significance in the public sphere.\(^{15}\) In response to the new risks related to the global emergence of viral diseases, the State Parties of the World Health Organization (WHO) co-signed an implementation of the International Health Regulations (IHR) in 2005,\(^{16}\) intending to strengthen and coordinate the protective and control measures of the international healthcare system. By doing so, each country took full responsibility for securing the renewed requirements highlighted in the IHR. However, a subsequent assessment of the progress made in establishing suitable healthcare-emergency plans revealed a lack of consistency and a slow implementation pace. In a second moment, a Global Health Security Agenda (GHSA)\(^{17}\) was launched, along with a new


assessment tool for Joint External Evaluation (JEE),\textsuperscript{18} that precisely targets the state’s capacity of preventing, containing and managing possible disease threats. To anticipate the occurrence of epidemiological threats such as COVID-19, governments must allocate time and resources to the development of emergency plans, laboratories, special training, and advanced types of machinery.\textsuperscript{19}

Europe is undoubtedly one of the regions majorly hit by the COVID-19 pandemic. As the severe acute respiratory syndrome coronavirus 2 (SARS-CoV-2) continues spreading across its territory, the health emergency converges in a unique, multifaceted crisis over three different levels: governance, economy, and migration.\textsuperscript{20} These issues present similar roots and reflect several shortcomings in the protection mechanisms for essential public good. Hence, acknowledging the intersectionality of these problems represents the first step in creating a Europe-wide response to the collateral emergency. On a governance level, the pandemic revealed dramatic deficiencies in regards both to the national mitigation policies and the administrative capabilities of the EU. In a series investigating the global response to the crisis, Hall \textit{et al.} indicate the “poor preparedness, indecisive leadership and discord between central, regional and local government”\textsuperscript{21} along with the Member States’ failure in learning from each other. These observations reinforce the need to rely on a community-based organisational


strategy to contrast the pandemic advance - and similarly, in other types of emergencies.

For this very reason, scientists and policymakers have joined forces to conceive a valuable COVID-19 management framework to orchestrate and assess the actions taken by individual governments. In line with the recommendations contained in the COVID-19 Strategic Preparedness and Response Plan (SPRP)\textsuperscript{22} drafted by the WHO, the European Centre for Disease Prevention and Control (ECDC) proposes a monitoring and evaluation framework\textsuperscript{23} to support the European Union (EU) and European Economic Area (EEA) countries and the United Kingdom in their attempt to assess the effect of the COVID-19 response protocols. The framework delineates several fundamental indicators for the evaluation of COVID-19 preparedness, prevention and monitoring activities.

Ibrahim et al.\textsuperscript{24} similarly developed some replicable criteria for the assessment of COVID-19 management practices. These include, among others, international travel restrictions, social distancing implementation, randomised testing and increase in testing capacity, expansion of the workforce for Epidemic Intelligence Service (EIS), and quarantine of uninfected people. These non-pharmaceutical measures all reflect the implementation of digital means for strengthening public health response and


control, to some extent. The surveillance aspect, in particular, is closely related to the question of digital readiness, as it requires specific infrastructures and capabilities to properly function.

According to the WHO, digital health can be defined as any field of medical knowledge or practice which allows the intermission of digital technologies for improving the overall performance of healthcare services. While some studies identified different ranges of digital health applications, emphasising the role of early prevention, others focused more on the perspective of centralised government control over society in case of extreme situations. Among them, Goniewicz et al. adopted Breman’s conceptualisation of population-based medicine (PBD) to justify a deep intervention of the state over its citizens in cases of emergency. The PBD Theory of Management places the individual patient into a broader social environment that comprises the whole population and directly deals with the collective health community in emergencies. In the specific case of the EU governments actions against the COVID-19, six different operational areas are identified and reviewed within this original framework, namely: strict social distancing strategies, contact testing and tracing, testing for the virus antigen and its antibodies, isolation, and treatment modalities such as new mitigating medications, and finally, a vaccine. Chan et al., in their

---

assessment of the citizens’ response to COVID-19 containment measures and their application, reinforce the need for a top-down Health-Emergency and Disaster Risk Management (Health-EDRM) approach in limiting the chances of viral propagation. The same scheme is considered by Chan et al.\textsuperscript{30} in another study, while assessing the application of a Public Health Prevention Hierarchy in support of Health-EDRM to create disaster-mitigation strategies and response programmes.

So far, the literature has demonstrated the need for \textit{extraordinary} well-coordinated and centralised government actions (top-down management approach) in the early stages of emergency control and monitoring. Yuan \textit{et al.}\textsuperscript{31} also proved the importance of real-time monitoring of COVID-19 transmissibility and mortality rates, illustrating the use of real-time reproduction numbers (Rt) and case fatality rates (CFR). Starting from the same assumptions, Mavragani\textsuperscript{32} utilises infodemiology to correlate online virus-related searches with the increase in the number of cases in various European countries. This study is a good exemplification of the possible integration of digital tools in enhancing international surveillance and preventive efforts.

\textsuperscript{30} Emily Ying Yang Chan and Rajib Shaw, \textit{Public Health and Disasters: Health Emergency and Disaster Risk Management in Asia} (Singapore: Springer 2020).


Holding a similar perspective, Blomberg and Lauer\textsuperscript{33} extensively illustrate the role played by the European Research Infrastructure for Life Science Data (ELIXIR)\textsuperscript{34} in providing the tools and workflows necessary to confront the pandemic. As highlighted by their study, the overall response of the EU includes a plan of federating existing platforms to connect European COVID-19 data spaces, applying good data management practices to support the access and future reuse of such datasets, and lastly, providing computational resources reproducible both in different times and geographic scopes. Such a strategy confirms, once again, the importance of creating integrated digital solutions at the EU-level (in terms of community), starting from the gathering of sub-national and national-level data (area-specific) and putting them at the service of the whole community for future prevention and support mechanisms.

The trend that eventually emerges from the review of recent studies is that of a decisive turn towards digital integration to the measures for epidemiological prevention. It is thus safe to assume that the two factors are mutually correlated. In the case of COVID-19 control strategies, understanding the significance of digital readiness over the response preparedness of different states, will generate essential knowledge for future search and, most importantly, well-rounded policy-making decisions. Because few researchers have addressed this model so far, the following sections examine the idea of digital readiness in relation to pandemic preparedness across the EU in the quest for early examples of innovative policy responses.


\textsuperscript{34} For further information on ELIXIR: \url{https://elixir-europe.org/about-us}
Research Methods and Data

The research design takes on a mixed-methods approach and is divided into three key moments, described as follows.

Defining digital readiness and emergency preparedness

In the preparatory phase, I identified the key factors underpinning the integration of digital strategies in the government response to the COVID-19 pandemic. A systematic literature review was performed to extract the existing body of knowledge related to digital readiness and epidemic control. Systematic reviews are considered in high regards due to their tendency to reduce biases, increase reliability, and potentially improve the communication of the findings.\(^{35}\)

Following a Preferred Reporting Items for Systematic Reviews and Meta-Analyses (Prisma),\(^{36}\) a standardised search on the Web of Science (WoS) and Scopus online databases was carried out, using the keywords [“digital government” OR “digital readiness” AND [“COVID-19 management/response” OR “epidemic preparedness”]]. Because this first step aims to understand the latest trends in scientific research about these topics, the systematic search was limited to publications from the last five years (2016-2021). As expected, the results revealed a high concentration of studies in the areas of healthcare, computer science, education, and governance (even if publications in this area are still relatively scarce in comparison with the others). The highly cited and most relevant articles are acknowledged in this


study’s background sections, as they constitute the theoretical foundation and the logical premise for the construction of the linear model.

*Studying the link between digital readiness and health emergency preparedness*

In this segment, I present the microdata and estimation strategy. To define the causal effect of digital readiness on health emergency preparedness, I combine multiple indicators. An original dataset was obtained by extracting information from the Digital Economy and Society Index (DESI)\(^3\) and the INFORM Epidemic Risk Index (compiled by the EU and the WHO agencies, respectively).\(^4\)

The DESI is a composite index that presents a set of indicators on Europe’s digital performance and tracks the progress of EU Member States in digital readiness. It includes five dimensions: *connectivity, human capital, use of internet services, integration of digital technology*, and *digital public services*. Each dimension comprises another set of sub-categories. As reported by the 2020 DESI (based on data gathered in 2019) all EU countries scored a remarkable improvement in the adoption of digital solutions. In particular, Finland, Sweden, Denmark and the Netherlands gained high ratings, counting as the top nation-drivers of digital transformation globally. Malta, Ireland and Estonia are also well-positioned, whereas some other countries performed below the European average.

The INFORM Epidemic Risk Index provides crucial information regarding the countries’ capabilities of responding to epidemic outbreaks.


Following the WHO’s identification of the risk drivers of the epidemic, it comprises a set of values for *epidemic risk*, *vulnerability* and *lack of capabilities*. Each of these three dimensions is potentially a key factor for epidemic management, and thus, an indicator of countries’ preparedness to health emergencies. None of the EU Member States figures as a “high risk” area. However, a few of them perform poorly in some of these dimensions – especially the *vulnerability* one.

After conducting a careful analysis of the two databases and selecting those measures that are the most meaningful for the purpose of this study, I combined the three indicators extracted from the INFORM Risk Index and the scores from each of the five DESI dimensions. In addition, basic demographics and other significant statistics related to the COVID-19 pandemic were also extracted from the EUROSTAT and ECDC databases. The final dataset included a total of n=27 observations (EU/EEA countries). Multiple linear regression was calculated to predict the health emergency preparedness based on each of the five dimensions from the DESI index – once combined, they express the average digitalisation level in each Member State: a measure for digital readiness.

On the other hand, the *vulnerability*, *epidemic risk*, and *lack of capabilities* indicators from the INFORM Risk Index, along with the total *number of cases* and the *sum of deaths*, serve as outcome variables and general measures for emergency preparedness. The period covered for the total number of observations goes from the first week of 2020 to the fourth week of 2021. Because of the variance in the number of cases and fatalities, I calculated the period prevalence for each case.\(^{39}\) I identify the causal effect

---

\(^{39}\) Prevalence indicates the proportion of individuals in a given population who have a particular disease or attribute. Period prevalence measures the occurrence of prevalence
of digital readiness on health emergency preparedness in the following reduced-form, multiple linear regression:

\[ \hat{y} = \beta_0 + \beta_1(digital\ readiness) + \beta_2(GDP) + \beta_3(age) + \beta_4(R&D) \]

where \( \hat{y} \) is the expected outcome variable *health emergency preparedness* which takes first the value of *prevalence of deaths/cases*, and in a separate function that of *epidemic risk, lack of coping capacity* and *vulnerability*. This is because, to estimate the effect of digital readiness on the specific case of COVID-19 preparedness in the EU, it is first necessary to establish the existing relationship between digitisation and the measures of health emergency preparedness in general (as previously stated in this study, expressed by the three factors). The *digital readiness* coefficient is obtained by calculating the mean of the five key dimensions extracted from the DESI index. *GDP per capita, the median age* and *total R&D expenditure* are used as control variables.
Explaining the impact of digital readiness on emergency preparedness

The final stage of this study presents a set of policy measures adopted by some EU countries that are qualitatively described through Content Analysis (CA). CA approach allows an in-depth description and explanation of policy actions, providing strategic tools for summarising the principal information and cross-case study comparison. On the one hand, the results of this policy analysis serve as a descriptive tool for the quantitative results. On the other, they provide a complete account of the policy measures taken to control and manage the first waves of COVID-19. Particular emphasis is placed upon the success stories of those countries that performed well in epidemic preparedness and stood out for their remarkable achievements in digitalisation efforts.

Results and Discussion
Table 1 includes summary statistics for all the key variables.

Table 1: Summary Statistics.

<table>
<thead>
<tr>
<th></th>
<th>Y = Prevalence of Deaths / Cases 2020W1-2021W4</th>
<th>Y = Epidemic Risk</th>
<th>Y = Vulnerability</th>
</tr>
</thead>
<tbody>
<tr>
<td>Mean</td>
<td>0.021</td>
<td>2.485</td>
<td>3.856</td>
</tr>
<tr>
<td>Standard Error</td>
<td>0.002</td>
<td>0.130</td>
<td>0.127</td>
</tr>
<tr>
<td>Median</td>
<td>0.020</td>
<td>2.500</td>
<td>3.900</td>
</tr>
<tr>
<td>Mode</td>
<td>0.020</td>
<td>2.500</td>
<td>4.000</td>
</tr>
<tr>
<td>Standard Deviation</td>
<td>0.009</td>
<td>0.675</td>
<td>0.659</td>
</tr>
<tr>
<td>Sample Variance</td>
<td>0.000</td>
<td>0.455</td>
<td>0.434</td>
</tr>
<tr>
<td>Confidence Level(95,0%)</td>
<td>0.004</td>
<td>0.267</td>
<td>0.261</td>
</tr>
<tr>
<td><strong>Y = Lack of Coping Capacity</strong></td>
<td><strong>DESI mean</strong></td>
<td><strong>GDP per capita (2019)</strong></td>
<td><strong>Median Age in Years</strong></td>
</tr>
<tr>
<td>-------------------------------</td>
<td>---------------</td>
<td>-------------------------</td>
<td>------------------------</td>
</tr>
<tr>
<td>Mean</td>
<td>2,230</td>
<td>Mean 10,700</td>
<td>Mean 47,036</td>
</tr>
<tr>
<td>Standard Error</td>
<td>0,138</td>
<td>Standard Error 0,377</td>
<td>Standard Error 3,943</td>
</tr>
<tr>
<td>Median</td>
<td>2,200</td>
<td>Median 10,500</td>
<td>Median 42,670</td>
</tr>
<tr>
<td>Mode</td>
<td>1,900</td>
<td>Mode 9,500</td>
<td>Mode #N/A</td>
</tr>
<tr>
<td>Standard Deviation</td>
<td>0,716</td>
<td>Standard Deviation 1,960</td>
<td>Standard Deviation 20,490</td>
</tr>
<tr>
<td>Sample Variance</td>
<td>0,512</td>
<td>Sample Variance 3,841</td>
<td>Sample Variance 419,834</td>
</tr>
<tr>
<td>Confidence Level(95,0%)</td>
<td>0,283</td>
<td>Confidence Level(95,0%)</td>
<td>Confidence Level(95,0%)</td>
</tr>
<tr>
<td>Confidence Level(95,0%)</td>
<td>0,775</td>
<td>Confidence Level(95,0%)</td>
<td>Confidence Level(95,0%)</td>
</tr>
<tr>
<td>Confidence Level(95,0%)</td>
<td>8,106</td>
<td>Confidence Level(95,0%)</td>
<td>Confidence Level(95,0%)</td>
</tr>
<tr>
<td>Confidence Level(95,0%)</td>
<td>0,896</td>
<td>Confidence Level(95,0%)</td>
<td>Confidence Level(95,0%)</td>
</tr>
<tr>
<td>Confidence Level(95,0%)</td>
<td>0,363</td>
<td>Confidence Level(95,0%)</td>
<td>Confidence Level(95,0%)</td>
</tr>
</tbody>
</table>
The results of the multiple regression analysis are significant with the initial hypotheses for a number of reasons. Using cross-sectional indicators on digitalisation readiness, epidemic risk and response preparedness, the data demonstrate a significantly negative correlation tendency. That is, on the total number of observations, countries with better integration of digital technologies and delivery of digital services, and resourceful human capital, present lower exposure to epidemic risk, on average. Figure 1 shows the linear regression between epidemic risk and the digital readiness indicators. The first represents the average of the values obtained from the three dimensions that make up the INFORM risk management index - hazard, vulnerability, and lack of Capabilities, while the latter is an average obtained from the five components of the DESI and considered indicative of the level of digitisation of a state at the time of the study. With a square r-value of 0.52 and a negative tendency, the proportion reveals that the two parameters are inversely proportional. That is, as the skills of digital government increase, the risks associated with epidemiological exposure are significantly mitigated. This confirms the initial hypothesis that the most digitally prepared European countries have put in place more effective tools in containing the pandemic.
Figure 1: *Correlation between Digital Readiness and Lack of Epidemic Risk.*

\[ y = -0.2495x + 5.1554 \]

\[ R^2 = 0.5255 \]
The same is reaffirmed by the correlation studied between digitisation and the lack of coping capabilities which present, as estimated, an inverse relationship (Figure 2). In a certain sense, the definition of the latter precisely includes the digital tools of control, monitoring, and adequate infrastructures for the realisation of a digitally active, cohesive, and fair community. Therefore, the lack of these latter skills certainly denotes a lack of preparation to face risks that involve the whole community and requires governance measures that are up to the situation. Therefore, the lack of skills is also synonymous with a lack of digital skills, and it is in this sense that the relationship between the two must be interpreted. Increasing management and response skills in crisis situations means integrating the same digital skills into daily governance practice.
Figure 2: Correlation between Digital Readiness and Lack of Coping Capacity.

\[ y = -0.2485x + 4.8891 \]

\[ R^2 = 0.4633 \]
The last consideration is finally treated in reference to the specific case of the prevention and control of COVID-19. In this case, the most effective measure was found to be the calculation of the period prevalence in relation to the number of deaths out of the total number of cases in each of the twenty-seven states taken into consideration. The correlation of this last datum with the independent variables proves to be, once again, inverse. This confirms a trend towards inverse proportionality, whereby as digital integration in society increases, the number of deaths decreases in proportion to the cases collected in the period considered, which covers the entire duration of 2020 and the beginning of 2021. This is motivated both by the presence of a solid insertion of digital health in society and by the adoption of other practices for the prevention and control of the spreading of the pandemic. Thus, this last observation confirms what has already been assessed by Jiang and Ryan, Stockenhuber, and Ippolito et al. among others. This study presents the most successful digital policies in the prevention of COVID-19 by those countries, among those considered, that have proved to be most susceptible to this data.


Figure 3: Correlation between Digital Readiness and Prevalence Cases/Deaths for the period considered

\[ y = -0.0024x + 0.0473 \]

\[ R^2 = 0.3135 \]
There are multiple implications to these findings. First, the model will serve as a basis for future research as it provides an original link between the two concepts of digital readiness and emergency preparedness. Because the relationship has been argued and demonstrated, it will provide a solid base for future research in the field both of health emergencies, as well as other unforeseen exogenous risks/disasters. Indeed, it can be controlled as part of the framework for disaster management, but in this case the focus is placed upon the specific use of digital solutions in the field. Because the variables composing the final digital readiness measures were carefully selected, they are also individually meaningful to the overall situation of a country when evaluating its digital score, as well as the application of such performance to daily public management circumstances. On a more practical point of view, the results constitute the ultimate judgment criteria for policymakers and public administrators to attribute more importance to the matter of digitisation. This would translate into policies that target R&D expenditure in innovation and adoption of digital solutions. Run against the background of the COVID-19 pandemic, this study reveals the importance of accelerating the transition to digital government, both in the EU and worldwide.

**Digital solutions for COVID-19 prevention and control**

Table 2 illustrates the mean DESI score of each country considered in this study. Given that the European average is around eleven score points, several countries rank above it, distinguishing themselves for accelerated integration of digital systems in their government and public management strategies. Estonia, Sweden, Finland, Denmark, present promising values both in terms of digital readiness and in terms of risk preparedness, ranking among the countries with a low risk of epidemic incidence. In the case of
Estonia, Nemec et al.\textsuperscript{43} already reported the unremarkable response of the country to the pandemic.

In fact, Estonia, which appears among the most digitised countries in Europe, has long since transferred many aspects of everyday life in a remote and smart management environment, and these measures have allowed citizens to observe the distancing rules (to which the WHO invites), and at the same time to continue one’s life in an almost completely unaltered way, about the broad-spectrum educational and economic functions. Digitally simulated distance outpatients’ consultations were introduced as early as March 2020, providing a valid alternative to in-person visits, and drastically reducing people’s need for personally going to hospitals and health clinics. Parallel organisations have also made sure to create a digital database containing all the information about health workers availability and location during the lockdown. A national app was launched to monitor cases via contact tracing.

Table 2: Digital Readiness Coefficient by country

<table>
<thead>
<tr>
<th>EU/EEA</th>
<th>Digital Readiness Score on Average</th>
</tr>
</thead>
<tbody>
<tr>
<td>Estonia</td>
<td>14,46</td>
</tr>
<tr>
<td>Sweden</td>
<td>13,94</td>
</tr>
<tr>
<td>Ireland</td>
<td>13,84</td>
</tr>
<tr>
<td>Netherlands</td>
<td>13,52</td>
</tr>
<tr>
<td>Malta</td>
<td>12,538</td>
</tr>
<tr>
<td>Denmark</td>
<td>12,362</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Country</th>
<th>Value</th>
</tr>
</thead>
<tbody>
<tr>
<td>Finland</td>
<td>12,228</td>
</tr>
<tr>
<td>Belgium</td>
<td>11,754</td>
</tr>
<tr>
<td>Luxembourg</td>
<td>11,594</td>
</tr>
<tr>
<td>Spain</td>
<td>11,512</td>
</tr>
<tr>
<td>Germany</td>
<td>11,06</td>
</tr>
<tr>
<td>Austria</td>
<td>10,864</td>
</tr>
<tr>
<td>Lithuania</td>
<td>10,778</td>
</tr>
<tr>
<td>France</td>
<td>10,454</td>
</tr>
<tr>
<td>Slovenia</td>
<td>10,25</td>
</tr>
<tr>
<td>Czechia</td>
<td>10,16</td>
</tr>
<tr>
<td>Latvia</td>
<td>10,144</td>
</tr>
<tr>
<td>Romania</td>
<td>9,924</td>
</tr>
<tr>
<td>Croatia</td>
<td>9,514</td>
</tr>
<tr>
<td>Hungary</td>
<td>9,502</td>
</tr>
<tr>
<td>Slovakia</td>
<td>9,05</td>
</tr>
<tr>
<td>Poland</td>
<td>8,984</td>
</tr>
<tr>
<td>Cyprus</td>
<td>8,786</td>
</tr>
<tr>
<td>Italy</td>
<td>8,726</td>
</tr>
<tr>
<td>Portugal</td>
<td>7,984</td>
</tr>
<tr>
<td>Greece</td>
<td>7,464</td>
</tr>
<tr>
<td>Bulgaria</td>
<td>7,286</td>
</tr>
</tbody>
</table>

Denmark offers a brilliant case for demonstrating the efficacy of government expenditure in R&D: substantial funding was allocated both to vaccine research and in support of the country’s preparedness and surveillance strategies to be implemented through digital technology. Screening and contact tracing were carried out using a Mobile Proximity App and an on-line questionnaire was also launched to provide citizens with vital information. Similarly, Sweden launched a symptom-tracker app to educate
people and prevent the spreading of misinformation about the virus. Also in this case, contact tracing has proved to be a powerful ally in preventing possible outbreaks, especially in the early phases of the pandemic. Similarly, the Finnish strategy was also largely based on screening, monitoring, and testing, with the support of an application developed to break the possible chains of contagion. Moreover, all the countries listed here as examples of digital solutions for COVID-19 management and control, have also adhered to the EU-launched program for the creation of a larger common database to share data and create an interoperability network among the Member States to uniform the preventive and monitoring measures. As such, this also represent a valid example for national and regional integration of smart solutions.

These results are particularly revealing when investigating the use of digital technology as a tool for pandemic preparedness and response. Similar conclusions were shown by Whitelaw et al. who analysed the monitoring measures adopted by several countries that showed relative success in containing the advance of the pandemic during the first wave. The result of their study flows into a framework that sees within itself the main areas of digital application in epidemiological control, and which largely correspond to four macro-phases: planning and tracking, screening, and infection control, contact tracing, quarantine, and self-isolation. For each of these areas, different digital technological tools are listed, such as migration maps, open-access visualisation dashboards, and the creation of telephone applications for case tracking.

---

The same criteria are also confirmed in another study conducted by Budd et al.\textsuperscript{45} – who also include the important component of public communication as an essential tool for sharing knowledge and awareness in the so-called platform society. The authors push the boundaries of their research one step further, conveying a few possible obstacles to the implementation of such policies and risks related to them. The combination of these elements is used in Table 3 to summarise the most successful strategies in the cases considered, in the implementation of digital technologies in control and prevention efforts.

<table>
<thead>
<tr>
<th>Planning and Tracking</th>
<th>Screening and Contact Tracing</th>
<th>Public Information</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Denmark</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>The Government has made €20 million available for both public and private research institutions to conduct vaccine/care-related studies.</td>
<td>Because of the limited quantities of tests available, the Ministry of Health issued specific rules for the prioritisation of testing. A weekly questionnaire was distributed among volunteer citizens and COVID-19 patients, in order to gather information on their health conditions. The Mobile Proximity App utilises is employed for contact tracing. It utilises Bluetooth technology to detect protracted contact.</td>
<td>The Daish Medicine Agency launched a national challenge called “Denmark helps Demark” that allows any type of organisation to pitch solutions to logistics and technical problems related to COVID-19. Intensive public information campaigns are implemented over several platforms in order to educate citizens to respect of extraordinary norms.</td>
</tr>
<tr>
<td>The Novo Nordisk Foundation allocated €2.7 million to support R&amp;D measures for enhancing the country’s epidemic preparedness and surveillance levels. The funds will be largely distributed to smart technology development, digital health and vaccine studies.</td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>Estonia</strong></td>
<td>Distance outpatient specialist consultations were introduced as of 16 March, thus providing an alternative to in-person visits. In addition to the consultation by phone, special online consultations have been added as a new service. An NGO has set up a database indicating the information of health workers available to fully volunteer during the epidemiological emergency.</td>
<td>The HOIA app was developed for contact tracing, alerting users of possible cases in close proximity.</td>
</tr>
</tbody>
</table>

The Finnish Institute for Health and Welfare (THL) invites citizens to randomly take part in a study addressing the spread of the
| **Finland** | new coronavirus in the population.  
Finland’s strategy is big on testing, tracing and surveillance. Extensive testing is applied along with invasive contact tracing measures.  
Koronavilkku application was developed in late August 2020 to detect and break chains of COVID-19 contagion. |  |
| **Sweden** | Plan on the distribution of Digital Vaccination Certificates by Summer 2021, to facilitate population monitoring and tracking and efficient distribution of vaccines. | Contact tracing was used at the beginning of the first wave, in particular, to detect and prevent possible outbreaks, although the use of contact tracing apps is not embraced.  
A symptom-tracker app was launched to educate citizens and respond to their questions and needs. |

*Source: European Observatory of Health Systems and Policies COVID-19 Health System Response Monitor.*
Based on these models and taking a closer look at the digital strategies adopted by these countries to cope with the pandemic, the link between governments who show higher levels of digital integration and management capabilities emerges more evident. All things considered, starting from the empirical observations in this study, one can safely assume that the success of Denmark, Sweden, Finland, and Estonia in implementing digital solutions for controlling the spreading of the COVID-19 pandemic is largely based on a pre-existent network of digital infrastructures which involves both the public administration and the human capital of the whole population (digital alphabetisation and digital access). This can be also perceived as a valid reason why tracking, surveillance, and monitoring mechanisms (all built upon the integration of digital tools into public health and safety) has worked in a more effective manner in these countries rather than others, where overall pre-existing conditions of digital readiness were scarcer.

Conclusion

The purpose of this article was to assess the integration of digital technologies within the context of pandemic prevention and response. So far, research has shown little interest in this relationship and has tended to focus more on the implementation of digital health and other innovative strategies to strengthen the economic response to the crisis rather than the direct influence of digitisation over the overall pandemic control and government adaptation. Even less has been
addressed with concerns to public management – indeed, because of the complex and multifaceted character of the pandemic itself.

Therefore, the lack of studies on the level of digitisation of each country at the beginning of the pandemic, and how this factor may have contributed to the implementation of effective prevention and containment strategies, represents a great opportunity for further exploration and understanding. In particular, the central research question required the study of the interaction between two concepts, namely, digital readiness and epidemic preparedness, along with the type of interaction between them. Taking Europe as a case study, it was assumed that countries with a higher level of digital integration in their governance have an advantage in responding to the pandemic over others.

This study addressed the issue of digital integration in the management and control of the COVID-19 pandemic. Having defined the terms of this research through a systematic literature review, the concepts of digital readiness and epidemic risk/preparedness were alternately correlated and measured, together with the individual indicators that compose them. The results are significant both from a statistical point of view and, above all, as regards the practical implementation of the measures adopted by policymakers. On the one hand, the vulnerability dimension of European public institutions appears influenced by various key factors, including access to digital infrastructures, connectivity, and the extension of capabilities, among others. On the other hand, all the indicators of digital readiness are inversely proportional to those of epidemiological risk, establishing
what was already hypothesised at the beginning of this research, and (more importantly) suggesting clear indications for future trends. Countries that have performed best in terms of digital readiness have also implemented strong strategies to stem the COVID-19 situation by fielding innovative solutions.

Several limitations to this study must be acknowledged. First, because this topic is still very much in its infancy and the COVID-19 pandemic is an ever-changing phenomenon, the results of this research are limited in their impact: if on the one hand, it is true that they indicate a reasonable trajectory for future observations, on the other the situation is very sensitive to both endogenous and exogenous factors that mutate very rapidly over time. The empirical model attempted to control some of these variables, however, it is likely that outcomes such as the ratio of deaths/cases might be influenced by other concurring contingencies.

With reference to the model design, the outcome variable has a double effect and could be used as an independent variable (causal variable of digital readiness) in other studies, starting from the assumption that the digitisation process in many countries was not only adapted to mitigate the epidemiological emergency but it was also accelerated and strengthened at the same time by the pandemic itself. Future research could address and improve these aspects of the relationship between the two. Moreover, as time passes more data is available concerning experimental innovative methods applied by different countries in coping with the situation: as such, the field
would also benefit from a complete policy review/memo on these strategies, which I did not address because of time constraints.

Given the future threat of possible new epidemic outbreaks, policymakers, and the scientific community of European states as well as of the whole world should mobilise together towards the adoption of digital governance systems that have people at their centre, and at the same time take care of providing smart solutions and above all, alleviating the risks that weigh on the health, economic and social systems of all nations. Research, in this sense, must not be limited to clinical technicalities (digital) health or economic repair (online businesses): instead, it should take this opportunity to reflect upon issues of governmental nature. International cooperation is required to guarantee a digital transition that respects the characteristics of each state yet allows the adoption of common strategies and solutions to be shared at the community level, encouraging mutual learning.
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